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ADATKEZELÉSI TÁJÉKOZTATÓ  
MUNKAERŐ-TOBORZÁS 

 
Az adatkezelő adatai: 

Az adatkezelő neve: Magyar Orvosok Szakszervezete (Adatkezelő vagy MOSZ) 
Székhely: 1068 Budapest, Szondi u. 100. 
Képviseli: Dr. Srádi Péter elnök önállóan 
Honlap: https://magyarorvosok.hu 

Adatvédelmi tisztviselő neve: Dr. Kéri Ádám 
Adatvédelmi tisztviselő elérhetősége: adam.keri.office@icloud.com 
 
Az Adatkezelő szervezet rövid bemutatása: 
 
Az Adatkezelő szakszervezet, melynek célja az egészségügyben dolgozó orvosok munkajogi és szociális 
érdekeinek képviselete. Alapvető feladatának tekinti elérni, illetve növelni a munkavállaló orvosok anyagi és 
erkölcsi megbecsülését, továbbá az orvosok közötti szakmai, emberi szolidaritást. Célja továbbá, hogy az 
érdekvédelem jogi garanciái bővüljenek, és olyan működőképes alkupozíción nyugvó érdekegyeztetési 
rendszer jöjjön létre, amely megteremti az orvosok körében az európai uniós szintű kereseti, szociális 
viszonyokat. Feladatának tartja a nyugdíjas orvosok szociális érdekeinek képviseletét is.  
 
A MOSZ feladatainak ellátásához, szolgáltatásainak nyújtásához időről időre munkaerő-toborzásra 
támaszkodik, melyhez kapcsolódóan a pályázókat, mint érintetteket illetően személyes adatokat kezel. Ezen 
adatkezeléseket kívánjuk ebben a tájékoztatóban bemutatni. A tájékoztató készítésénél nagy hangsúlyt 
kívántunk fektetni az áttekinthetőségre. Amennyiben további, adatvédelemmel kapcsolatos kérdése 
merül fel a fenti adatvédelmi elérhetőségükön lépjen velünk kapcsolatba! 
 

 AZ ADATKEZELÉS RÉSZLETEI 
 
Az Adatkezelő átmeneti vagy tartós munkaerő-szükséglete kielégítése céljából időről-időre munkaerőt 
toboroz. Ennek elősegítése végett a meghirdetett pozíciókat a honlapján, illetve közösségi média felületein 
bemutatja, ezen felületeken keresztül azonban jelentkezéseket nem fogad. Az álláspályázatokat jellemzően a 
mosz@magyarorvosok.hu e-mail címen, illetve székhelyén postai úton fogadja. Akár elektronikus, akár 
postai úton nyújtja be a pályázatát, az ahhoz kapcsolódó személyes adatokat a MOSZ, mint Adatkezelő 
kezelni fogja. 
 
A személyes adatok kezelésének időtartama a pályázatok kiértékelésének, illetve a megfelelő jelölt 
kiválasztásának időpontja, illetve az erről való írásbeli tájékoztatás megküldése. Ezen időtartamig az 
adatkezelés jogalapja a GDPR 6. cikk (1)(a) pontja szerinti hozzájárulás, mely bármikor, indokolás nélkül 
vonható vissza. Ilyen esetben az Adatkezelő a postai úton benyújtott pályázatot megsemmisíti, az 
elektronikus úton benyújtott pályázatot pedig törli. Az Adatkezelő az érintett hozzájárulását kérheti ahhoz, 
hogy az adott pályázatot további egy éves határideig kezelhesse. Erre rendszerint akkor kerül sor, amikor az 
adott pályázó alkalmazására nem volt lehetőség, de betöltetlen álláshely megjelenése esetén az Adatkezelő, 
mint munkáltató szívesen létesítene munkaviszonyt a pályázóval. A kiválasztást követően az Adatkezelő a 
munkajogi igények elévülésének határidejéig, azaz további 3 évig, a GDPR 6. cikk (1)(f) bekezdés szerinti 
jogos érdek jogalapon, elkülönítetten kezeli a pályázati anyagokat. Ekkor már a pályázat visszavonására 
nincsen lehetőség, az adatkezeléssel szemben azonban az érintett saját helyzetével kapcsolatos okból 
tiltakozhat. 
 
Szűk körben sor kerülhet személyes adatainak továbbítására is. E tekintetben kérjük olvassa el a táblázatos 
összefoglalónkat.  
 
Kérjük a pályázatához ne csatoljon fényképet, okirat- vagy okmánymásolatot! 
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Személyes adatainak a kezelése a következők szerint történik: 

Az adatkezelés célja 

Megüresedő vagy új álláshely betöltése, a 
megfelelő pályázó beazonosítása, 

kiválasztása, kompetenciák értékelése, 
esetlegesen munkaügyi adatbázisban történő 

korlátozott idejű nyilvántartás. 

Az adatkezelés jogalapja: 

A GDPR 6. cikk (1)(a) bekezdés szerinti 
hozzájárulás. 

Az érintett pályázó a hozzájárulását a pályázat 
elbírálásáig bármikor, indokolás nélkül 

visszavonhatja. Ebben az esetben az elektronikus 
úton tárolt adatát az Adatkezelő törli, papír alapon 

tárolt adatokat pedig megsemmisíti. 
 

A munkajogi igények a munka törvénykönyvéről 
szóló 2012. évi I.tv. (Mt.) 286.§ (1) bekezdése 

alapján három év alatt évülnek el. A munkajogi 
elévülési időtartam alatt az Adatkezelő a pályázati 

anyagokat a GDPR 6. cikk (1)(f) bekezdése 
szerinti jogos érdek jogalapon elkülönítve 

kezeli. 

Jogos érdek megnevezése: 
A munkajogi igények érvényesítése, a felvételi 

eljárás dokumentálása, a jogszabályi 
követelményeknek való megfelelés igazolása. 

Az érintettek kategóriái: 

A MOSZ-hoz álláspályázatot benyújtó természetes 
személyek minősülnek érintetteknek, azaz az ő 

személyes adataikat kezeli, mint Adatkezelő 
(munkáltató). 

Kezelt személyes adatok kategóriái: 

Az érintett neve, elérhetőségének adatai, 
végzettsége, képzettsége, szakmai tapasztalata, 

illetve a munkakör betöltéséhez szükséges egyéb, 
releváns személyes adatok. 

 
Kérjük, hogy NE KÜLDJENEK a pályázat 
részeként fénymásolt okiratokat, személyi 

okmányokat, fényképet. Amennyiben az 
Adatkezelő ilyen személyes adatokat kap, abban az 

esetben ezen személyes adatokat elektronikus 
formában törli, papír alapon kezelt okiratot 

megsemmisíti. Amennyiben ez nem lehetséges, 
abban az esetben a pályázatot törli vagy 

megsemmisíti. 

A személyes adatok forrása: 
Az érintett maga szolgáltatja a személyes adatokat, 

így ő tekinthető a személyes adatok forrásának. 

Az adatkezelés időtartama: 

A személyes adatokat a munkáltató a pályázatok 
elbírálásáról történő értesítés napját követő 3 
évig kezeli kivéve, amennyiben az elbírálást 

megelőzően a pályázó az adatkezelési 
hozzájárulását visszavonta. Ez utóbbi esetben 
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a személyes adat törlésre/megsemmisítésre 
kerül. 

 
Előfordulhat, hogy az Adatkezelő munkáltató az 

érintett pályázó ismételt hozzájárulását kéri ahhoz, 
hogy a személyes adatokat további 1 évig 

nyilvántartásában kezelje. 
 

A sikeres pályázók pályázati anyaga a munkaügyi 
dokumentációjuk részévé válik, mely 

adatkezelésről a munkavállalók külön adatkezelési 
tájékoztatást kapnak. 

Címzettek (adattovábbítás alanyai): 

DeXeF Kft. (3525 Miskolc, Szent Anna utca 12. 
B. ép., Cg.05-09-009033, dexef@dexef.hu) 

adatfeldolgozó, mely szolgáltató a 
levelezőrendszert biztosítja. 

 
Projektmunka esetében a jogviszony adatai 

közérdekből nyilvános adatoknak minősülhetnek. 
Az információs önrendelkezési jogról és az 

információszabadságról szóló 2011. évi CXII.tv. 
(Infotv.) 27.§ (3) bekezdése szerint ugyanis 

közérdekből nyilvános adatként nem minősül 
üzleti titoknak az európai uniós támogatás 

felhasználásával, költségvetést érintő juttatással, 
kedvezménnyel, az állami és önkormányzati 

vagyon kezelésével, birtoklásával, használatával, 
hasznosításával, az azzal való rendelkezéssel, 

annak megterhelésével, az ilyen vagyont érintő 
bármilyen jog megszerzésével kapcsolatos adat, 

valamint az az adat, amelynek megismerését vagy 
nyilvánosságra hozatalát külön törvény 

közérdekből elrendeli. 
 

Jogvita esetén önálló adatkezelőként Dr. Kónya 
Zsuzsanna Terézia egyéni ügyvéd (3527 

Miskolc, Kandó tér 1-3., I/128., KASZ: 
36063522) bevonásra kerülhet. 

Harmadik országba történő adattovábbítás: 
Nem történik harmadik országba irányuló 

adattovábbítás. 
Automatizált döntéshozatal/profilalkotás: Nem történik. 

Kötelező-e az adatszolgáltatás: Nem kötelező az adatszolgáltatás. 
Milyen következményekkel jár, ha az érintett nem 

adja meg a személyes adatait: 
Adatszolgáltatás hiányában nem vagy nem 
megfelelően értékelhető az álláspályázat. 

 
ÉRINTETTI JOGOK 

 
Az alábbiakban azt mutatjuk be, hogy az érintett, akinek személyes adatát az adatkezelő kezeli milyen 
jogosultságokkal élhet az adatkezeléshez kapcsolódóan: 
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Az érintettek adatkezeléssel összefüggő jogai: -tájékoztatáshoz való jog, a hozzáférés joga, bizonyos 
esetekben az adathordozhatósághoz való jog (szerződés teljesítése, illetve hozzájárulás jogcímén történő 
adatkezeléskor); az érintettre vonatkozó személyes adatok helyesbítése, törlése, az adatkezelése 
korlátozásának kérése iránti jog; a személyes adatok kezelése elleni tiltakozáshoz való jog (jogos érdek 
jogcímén történő adatkezeléskor); a felügyeleti hatósághoz való panasz benyújtásának joga (Nemzeti 
Adatvédelmi és Információszabadság Hatóság: levelezési cím: 1055 Budapest, Falk Miksa u. 9-11., 
1363  Budapest, Pf.: 9., telefon: +36 (30) 683-5969, +36 (30) 549 6838, email: ugyfelszolgalat@naih.hu, 
honlap: www.naih.hu), továbbá  a bírósághoz fordulás joga. Végezetül külön szükséges tájékoztatást nyújtani 
az érintett számára bizonyos automatizált döntéshozatalon, profilalkotáson alapuló adatkezelések esetében. 

Az érintett fenti jogainak magyarázata: 
 
Tájékoztatáshoz való jog: 
Ön az adatkezelőtől tájékoztatást kérhet személyes adatai kezelésével kapcsolatban. 
 
Az adatkezelő az Ön részére a személyes adatok kezelésére vonatkozó valamennyi információt tömör, 
átlátható, érthető és könnyen hozzáférhető formában, világosan és közérthetően megfogalmazva köteles 
átadni. 
 
Az információkat az adatkezelő késedelem nélkül, de legkésőbb a kérelem beérkezésétől számított egy 
hónapon belül írásban adja meg. Az érintett kérésére szóbeli tájékoztatás is adható, feltéve, hogy az érintett 
a személyazonosságát megelőzőleg más módon hitelt érdemlően igazolta. 
 
Amennyiben a kérelem összetett és nagy számú, az egy hónapos határidő további két hónappal 
meghosszabbítható. A határidő meghosszabbításáról az adatkezelő a késedelem okainak megjelölésével a 
kérelem kézhezvételétől számított egy hónapon belül tájékoztatja az érintettet. Ha az érintett elektronikus 
úton nyújtotta be a kérelmet, a tájékoztatást lehetőség szerint elektronikus úton kell megadni, kivéve, ha az 
érintett azt másként kéri. 
 
Ha az adatkezelő nem tesz intézkedéseket az érintett kérelme nyomán, késedelem nélkül, de legkésőbb a 
kérelem beérkezésétől számított egy hónapon belül tájékoztatja az érintettet az intézkedés elmaradásának 
okairól, valamint arról, hogy az érintett panaszt nyújthat be valamely felügyeleti hatóságnál, és élhet bírósági 
jogorvoslati jogával. 
 
A személyes adatokhoz, az adatkezeléssel kapcsolatos információkhoz való hozzáférés joga: 
Az érintett jogosult arra, hogy az adatkezelőtől visszajelzést kapjon arra vonatkozóan, hogy személyes 
adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult arra, hogy a 
személyes adatokhoz és a következő információkhoz hozzáférést kapjon: 

a) az adatkezelés céljai; 
b) az érintett személyes adatok kategóriái; 
c) azon címzettek vagy címzettek kategóriái, akikkel, illetve amelyekkel a személyes adatokat közölték 

vagy közölni fogják; 
d) a személyes adatok tárolásának tervezett időtartama, vagy ezen időtartam meghatározásának 

szempontjai; 
e) az érintett tájékoztatása arról, hogy kérelmezheti az adatkezelőtől a rá vonatkozó személyes adatok 

helyesbítését, törlését vagy kezelésének korlátozását, és tiltakozhat az ilyen személyes adatok 
kezelése ellen; 

f) a felügyeleti hatósághoz (amely a NAIH) címzett panasz benyújtásának joga; 
g) ha az adatokat nem az érintettől gyűjtötték, a forrásukra vonatkozó minden elérhető információ; 
h) az automatizált döntéshozatal (ideértve a profilalkotást is) megvalósul-e az adatkezelőnél és ha igen, 

mely területen, mi az alkalmazott logika és az ilyen adatkezelés milyen jelentőséggel bír, illetőleg az 
érintettre nézve milyen várható következményekkel jár. 

 
Az adatkezelő ismételten tájékoztatja az érintettet, hogy személyes adatoknak harmadik országba vagy 
nemzetközi szervezet részére történő továbbítására semmilyen formában nem kerül sor. 
 

mailto:ugyfelszolgalat@naih.hu
http://www.naih.hu/
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Másolat rendelkezésre bocsátásának joga: 
Az adatkezelő az adatkezelés tárgyát képező személyes adatok másolatát az érintett rendelkezésére bocsátja 
az érintett kérelme esetén. Az érintett által kért további másolatokért az adatkezelő az adminisztratív 
költségeken alapuló, észszerű mértékű díjat számíthat fel. Ha az érintett elektronikus úton nyújtotta 
be a kérelmet, az információkat széles körben használt elektronikus formátumban kell rendelkezésre 
bocsátani, kivéve, ha az érintett másként kéri. 
 
A másolat igénylésére vonatkozó jog korlátját képezi azonban, hogy az nem érintheti hátrányosan mások 
jogait és szabadságait. 
 
Az adathordozhatósághoz való jog: 
Az érintett jogosult arra, hogy a rá vonatkozó, általa az adatkezelő rendelkezésére bocsátott személyes 
adatokat tagolt, széles körben használt, géppel olvasható formátumban megkapja, továbbá jogosult arra, 
hogy ezeket az adatokat egy másik adatkezelőnek továbbítsa anélkül, hogy ezt akadályozná az adatkezelő; 
amennyiben az adatkezelés jogalapja az érintett hozzájárulása vagy kifejezett hozzájárulása vagy szerződés 
teljesítése, és egyben, ha az adatkezelés automatizált módon történik. 
 
Az érintett jogosult a fenti feltételek megvalósulása esetén arra, hogy – ha ez technikailag megvalósítható – 
kérje a személyes adatok adatkezelők közötti közvetlen továbbítását. 
 
Az adathordozhatósághoz való jog korlátját képezi azonban, hogy az nem érintheti hátrányosan mások jogait 
és szabadságait. 
 
A helyesbítés joga: 
Az érintett jogosult arra, hogy az adatkezelőtől kérje a rá vonatkozó pontatlan személyes adatok indokolatlan 
késedelem nélküli helyesbítését, illetőleg a hiányos személyes adatok – egyebek mellett pl. kiegészítő 
nyilatkozat útján történő – kiegészítését. 
 
A törlés joga: 
Az érintett jogosult arra, hogy az adatkezelőtől kérje a rá vonatkozó személyes adatok indokolatlan 
késedelem nélküli törlését, az adatkezelő pedig köteles arra, hogy az érintettre vonatkozó személyes adatokat 
indokolatlan késedelem nélkül törölje, ha az alábbi indokok valamelyike fennáll: 
a) a személyes adatokra már nincs szükség abból a célból, amelyből azokat gyűjtötték vagy más módon 

kezelték; 
b) az érintett visszavonja az adatkezelés jogalapját képező hozzájárulását (vagy kifejezett 

hozzájárulását), és az adatkezelésnek nincs másik jogalapja; 
c) az érintett tiltakozik a közérdekből vagy jogos érdekből történő adatkezelése ellen, és valóban nincs 

elsőbbséget élvező jogszerű ok az adatkezelésre, vagy az érintett a közvetlen üzletszerzési érdekből 
történő adatkezelés ellen tiltakozik; 

d) a személyes adatokat az adatkezelő jogellenesen kezelte; 
e) a személyes adatokat az adatkezelőre alkalmazandó uniós vagy tagállami jogban előírt jogi 

kötelezettség teljesítéséhez törölni kell. 
 

Ha az adatkezelő nyilvánosságra hozta a személyes adatot, és azt törölni köteles, az elérhető technológia és 
a megvalósítás költségeinek figyelembevételével megteszi az észszerűen elvárható lépéseket – ideértve 
technikai intézkedéseket – annak érdekében, hogy tájékoztassa az adatokat kezelő egyéb adatkezelőket, hogy 
az érintett kérelmezte tőlük a szóban forgó személyes adatokra mutató linkek vagy e személyes adatok 
másolatának, illetve másodpéldányának törlését. 
Nem lehet az adatok törlését kérni, amennyiben az adatkezelés szükséges: 

a) a véleménynyilvánítás szabadságához és a tájékozódáshoz való jog gyakorlása céljából; 
b) a személyes adatok kezelését előíró, az adatkezelőre alkalmazandó uniós vagy tagállami jog szerinti 

kötelezettség teljesítése, illetve közérdekből vagy az adatkezelőre ruházott közhatalmi jogosítvány 
gyakorlása keretében végzett feladat végrehajtása céljából; 

c) a népegészségügy területét érintő közérdek alapján; 
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d) közérdekű archiválás céljából, tudományos és történelmi kutatási célból vagy statisztikai célból, 
amennyiben a törléshez való jog valószínűsíthetően lehetetlenné tenné vagy komolyan 
veszélyeztetné ezt az adatkezelést; vagy 

e) jogi igények előterjesztéséhez, érvényesítéséhez, illetve védelméhez. 

Az adatkezelés korlátozásához való jog: 
Az érintett jogosult arra, hogy kérésére az adatkezelő korlátozza az adatkezelést, ha az alábbiak valamelyike 
teljesül: 

a) az érintett vitatja a személyes adatok pontosságát, ez esetben a korlátozás arra az időtartamra 
vonatkozik, amely lehetővé teszi, hogy az adatkezelő ellenőrizze a személyes adatok pontosságát; 

b) az adatkezelés jogellenes, azonban az érintett ellenzi az adatok törlését, és ehelyett kéri azok 
felhasználásának korlátozását; 

c) az adatkezelőnek már nincs szüksége a személyes adatokra adatkezelés céljából, de az érintett igényli 
azokat jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez; vagy 

d) az érintett tiltakozott az adatkezelés ellen; ez esetben a korlátozás arra az időtartamra vonatkozik, 
amíg megállapításra nem kerül, hogy a tiltakozás jogszerű, helytálló-e vagy sem.  

Ha az adatkezelés korlátozás alá esik, úgy az ilyen személyes adatokat a tárolás kivételével csak az érintett 
hozzájárulásával, vagy jogi igények előterjesztéséhez, érvényesítéséhez, védelméhez, vagy más természetes 
vagy jogi személy jogainak védelme érdekében, vagy az Unió, illetve valamely tagállam fontos közérdekéből 
lehet kezelni. 
 
Az adatkezelő köteles tájékoztatni az érintettet arról előzetesen, amennyiben az adatkezelés korlátozását 
feloldja. 
 
Az adatkezelés elleni tiltakozáshoz való jog: 
Az érintett jogosult arra, hogy a saját helyzetével kapcsolatos okokból bármikor tiltakozzon személyes 
adatainak jogos érdekből, vagy közhatalmi jogosítvány/közérdek jogalap alapján történő kezelése ellen. Ha 
az érintett tiltakozik a személyes adatok közvetlen üzletszerzés érdekében történő kezelése ellen, 
akkor a személyes adatok a továbbiakban e célból nem kezelhetők. 
 
Egyéb esetben az adatkezelő a személyes adatokat nem kezelheti tovább, kivéve, ha bizonyítja, hogy az 
adatkezelést olyan kényszerítő erejű jogos okok indokolják, amelyek elsőbbséget élveznek az érintett 
érdekeivel, jogaival és szabadságaival szemben, vagy amelyek jogi igények előterjesztéséhez, érvényesítéséhez 
vagy védelméhez kapcsolódnak. 
 
Panasz benyújtásának joga: 
Az érintett jogosult arra, hogy amennyiben bármely fenti joga sérülne, úgy a felügyeleti hatósághoz címzett 
panaszt nyújtson be. 
 
A felügyeleti hatóság a Nemzeti Adatvédelmi és Információszabadság Hatóság (levelezési cím: 1055 
Budapest, Falk Miksa u. 9-11., 1363  Budapest, Pf.: 9., telefon: +36 (30) 683-5969, +36 (30) 549 6838, email: 
ugyfelszolgalat@naih.hu, honlap: www.naih.hu), ahol panaszt tehet, illetőleg bejelentéssel vizsgálatot 
kezdeményezhet arra hivatkozással, hogy személyes adatai kezelésével kapcsolatban jogsérelem érte vagy 
annak közvetlen veszélye fennáll, illetve jogainak megsértése esetén. 
 
Tájékoztatjuk arról is, hogy személyes adatai kezelésével kapcsolatban jogsérelem érte vagy annak közvetlen 
veszélye fennáll, illetve jogainak megsértése esetén közvetlenül bírósághoz is fordulhat. 

Észrevételeit, kérdéseit, panaszát az adatvédelmi tisztviselőnek is jelezheti. 

 

 

 

mailto:ugyfelszolgalat@naih.hu
http://www.naih.hu/
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JOGSZABÁLYOK, FOGALMAK ÉS ALAPELVEK 
 

VONATKOZÓ FONTOSABB JOGSZABÁLYOK: 
Az alábbiakban azon legfontosabb jogszabályok kerülnek megnevezésre, melyek a személyes adatok 
kezelésének módját, a felek jogait és kötelezettségeit alapvetően meghatározzák. 
 

§ Az Európai Parlament és Tanács (EU) 2016/679. számú rendelete (Általános Adatvédelmi 
Rendelet: GDPR) 

 
A szabályok értelmezésében segítséget nyújthatnak: 

§ Az Európai Adatvédelmi Testület állásfoglalásai (https://edpb.europa.eu) 
§ Az Európai Adatvédelmi Biztos iránymutatásai (https://edps.europe.eu) 
§ A Nemzeti Adatvédelmi és Információszabadság Hatóság (NAIH, felügyeleti szerv) állásfoglalásai, 

véleményei, eseti döntései (www.naih.hu) 
§ A Luxemburgi Bíróság döntései (https://curia.europe.eu) 
§ A tagállami felügyeleti szervek döntései 

 
A hatályos jogszabályokat elérheti ingyenesen a Nemzeti Jogszabálytárban (https://www.njt.hu), illetve az 
Európai Bizottság weboldalán keresztül (https://eur-lex.europa.eu/legal-
content/HU/TXT/HTML/?uri=CELEX:32016R0679&from=HU) 
 

FOGALOMMEGHATÁROZÁSOK 
A fogalommeghatározások célja annak bemutatása, hogy kik a szabályozás alanyai, illetve a szabályrendszer 
egyes fogalmak alatt pontosan mit ért. Az alábbiakban a legfontosabb fogalmak kerülnek bemutatásra: 

„Személyes adat”: azonosított vagy azonosítható természetes személyre („érintett”) vonatkozó bármely 
információ; azonosítható az a természetes személy, aki közvetlen vagy közvetett módon, különösen valamely 
azonosító, például név, szám, helymeghatározó adat, online azonosító vagy a természetes személy testi, 
fiziológiai, genetikai, szellemi, gazdasági, kulturális vagy szociális azonosságára vonatkozó egy vagy több 
tényező alapján azonosítható.  

„Egészségügyi adat”: egy természetes személy testi vagy pszichikai egészségi állapotára vonatkozó 
személyes adat, ideértve a természetes személy számára nyújtott egészségügyi szolgáltatásokra vonatkozó 
olyan adatot is, amely információt hordoz a természetes személy egészségi állapotáról. 

„Genetikai adat”: egy természetes személy örökölt vagy szerzett genetikai jellemzőire vonatkozó minden 
olyan személyes adat, amely az adott személy fiziológiájára vagy egészségi állapotára vonatkozó egyedi 
információt hordoz, és amely elsősorban az említett természetes személyből vett biológiai minta elemzéséből 
ered. 

„Biometrikus adat”: egy természetes személy testi, fiziológiai vagy viselkedési jellemzőire vonatkozó 
minden olyan sajátos technikai eljárásokkal nyert személyes adat, amely lehetővé teszi vagy megerősíti a 
természetes személy egyedi azonosítását, ilyen például az arckép vagy a daktiloszkópiai adat; 

„Érzékeny adat”: Az adatvédelmi gyakorlatban, esetjogban kialakult olyan személyes adat kategória, mely 
kezeléséhez fokozott kockázat kapcsolódik, de amely nem minősül sem különleges, sem pedig bűnügyi 
adatnak. Ide tartoznak például a bankkártya adatok, gyermekekre vonatkozó adatok, helymeghatározási 
adatok, érdeklődési körök, jó hírnév sérelmére okot adó adatok, sok adat együttesen stb. 

https://edpb.europa.eu/
https://edps.europe.eu/
https://www.naih.hu/
https://eur-lex.europa.eu/legal-content/HU/TXT/HTML/?uri=CELEX:32016R0679&from=HU
https://eur-lex.europa.eu/legal-content/HU/TXT/HTML/?uri=CELEX:32016R0679&from=HU
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„Adatkezelés”: a személyes adatokon vagy adatállományokon automatizált vagy nem automatizált módon 
végzett bármely művelet vagy műveletek összessége, így a gyűjtés, rögzítés, rendszerezés, tagolás, 
tárolás, átalakítás vagy megváltoztatás, lekérdezés, betekintés, felhasználás, közlés továbbítás, terjesztés vagy 
egyéb módon történő hozzáférhetővé tétel útján, összehangolás vagy összekapcsolás, korlátozás, törlés, 
illetve megsemmisítés.  

„Az adatkezelés korlátozása”: a tárolt személyes adatok megjelölése jövőbeli kezelésük korlátozása 
céljából. 

„Adatkezelő”: az a természetes vagy jogi személy, közhatalmi szerv, ügynökség vagy bármely egyéb szerv, 
amely a személyes adatok kezelésének céljait és eszközeit önállóan vagy másokkal együtt meghatározza; ha 
az adatkezelés céljait és eszközeit az uniós vagy a tagállami jog határozza meg, az adatkezelőt vagy az 
adatkezelő kijelölésére vonatkozó különös szempontokat az uniós vagy a tagállami jog is meghatározhatja. 
Adatkezelőnek jelen esetben a MOSZ minősül. 

„Adatfeldolgozó”: az a természetes vagy jogi személy, közhatalmi szerv, ügynökség vagy bármely egyéb 
szerv, amely az adatkezelő nevében személyes adatokat kezel. 

„Címzett”: az a természetes vagy jogi személy, közhatalmi szerv, ügynökség vagy bármely egyéb szerv, 
akivel vagy amellyel a személyes adatot közlik, függetlenül attól, hogy harmadik fél-e.  

„Harmadik fél”: az a természetes vagy jogi személy, közhatalmi szerv, ügynökség vagy bármely egyéb szerv, 
amely nem azonos az érintettel, az adatkezelővel, az adatfeldolgozóval vagy azokkal a személyekkel, akik az 
adatkezelő vagy adatfeldolgozó közvetlen irányítása alatt a személyes adatok kezelésére felhatalmazást 
kaptak. 

„Profilalkotás”: személyes adatok automatizált kezelésének bármely olyan formája, amelynek során a 
személyes adatokat valamely természetes személyhez fűződő bizonyos személyes jellemzők értékelésére, 
különösen a munkahelyi teljesítményhez, gazdasági helyzethez, egészségi állapothoz, személyes 
preferenciákhoz, érdeklődéshez, megbízhatósághoz, viselkedéshez, tartózkodási helyhez vagy mozgáshoz 
kapcsolódó jellemzők elemzésére vagy előrejelzésére használják. 

„Álnevesítés”: a személyes adatok olyan módon történő kezelése, amelynek következtében további 
információk felhasználása nélkül többé már nem állapítható meg, hogy a személyes adat mely konkrét 
természetes személyre vonatkozik, feltéve, hogy az ilyen további információt külön tárolják, és technikai és 
szervezési intézkedések megtételével biztosított, hogy azonosított vagy azonosítható természetes 
személyekhez ezt a személyes adatot nem lehet kapcsolni. 

„Nyilvántartási rendszer”: a személyes adatok bármely módon – centralizált, decentralizált vagy 
funkcionális vagy földrajzi szempontok szerint – tagolt állománya, amely meghatározott ismérvek alapján 
hozzáférhető. 

„Az érintett hozzájárulása”: az érintett akaratának önkéntes, konkrét és megfelelő tájékoztatáson alapuló 
és egyértelmű kinyilvánítása, amellyel az érintett nyilatkozat vagy a megerősítést félreérthetetlenül kifejező 
cselekedet útján jelzi, hogy beleegyezését adja az őt érintő személyes adatok kezeléséhez. 

„Adatvédelmi incidens”: a biztonság olyan sérülése, amely a továbbított, tárolt vagy más módon kezelt 
személyes adatok véletlen vagy jogellenes megsemmisítését, elvesztését, megváltoztatását, jogosulatlan 
közlését vagy az azokhoz való jogosulatlan hozzáférést eredményezi. 
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„Vállalkozás”: gazdasági tevékenységet folytató természetes vagy jogi személy, függetlenül a jogi formájától, 
ideértve a rendszeres gazdasági tevékenységet folytató személyegyesítő társaságokat és egyesületeket is. 

„Felügyeleti hatóság”: egy tagállam által az 51. cikknek megfelelően létrehozott független közhatalmi 
szerv. Jelen esetben felügyeleti hatóságnak a Nemzeti Adatvédelmi és Információszabadság Hatóság 
minősül (1363 Budapest, Pf.:9., ugyfelszolgalat@naih.hu). 
 
 

ADATKEZELÉSI ALAPELVEK 
A személyes adatok kezelését a következő alapelvek alapján kell végezni, illetve az adatkezelő így 
végzi: 

a) kezelését jogszerűen és tisztességesen, valamint az érintett számára átlátható módon kell végezni 
(„jogszerűség, tisztességes eljárás és átláthatóság”); 

b) gyűjtése csak meghatározott, egyértelmű és jogszerű célból történjen, és azokat ne kezeljék ezekkel 
a célokkal össze nem egyeztethető módon („célhoz kötöttség”); 

c) az adatkezelés céljai szempontjából megfelelőek és relevánsak kell, hogy legyenek, és a szükségesre 
kell korlátozódniuk („adattakarékosság”); 

d) pontosnak és szükség esetén naprakésznek kell lenniük; minden észszerű intézkedést meg kell tenni 
annak érdekében, hogy az adatkezelés céljai szempontjából pontatlan személyes adatokat 
haladéktalanul töröljék vagy helyesbítsék („pontosság”); 

e) tárolásának olyan formában kell történnie, amely az érintettek azonosítását csak a személyes adatok 
kezelése céljainak eléréséhez szükséges ideig teszi lehetővé; a személyes adatok ennél hosszabb ideig 
történő tárolására csak akkor kerülhet sor, amennyiben a személyes adatok kezelésére a 89. cikk (1) 
bekezdésének megfelelően közérdekű archiválás céljából, tudományos és történelmi kutatási célból 
vagy statisztikai célból kerül majd sor, az e rendeletben az érintettek jogainak és szabadságainak 
védelme érdekében előírt megfelelő technikai és szervezési intézkedések végrehajtására is 
figyelemmel („korlátozott tárolhatóság”); 

f) kezelését oly módon kell végezni, hogy megfelelő technikai vagy szervezési intézkedések 
alkalmazásával biztosítva legyen a személyes adatok megfelelő biztonsága, az adatok jogosulatlan 
vagy jogellenes kezelésével, véletlen elvesztésével, megsemmisítésével vagy károsodásával szembeni 
védelmet is ideértve („integritás és bizalmas jelleg”). 

Az adatkezelő felelős a fenti rendelkezéseknek való megfelelésért, továbbá képesnek kell lennie e megfelelés 
igazolására („elszámoltathatóság”). 

Az adatkezelési tájékoztató utolsó módosításának időpontja:  
2025. július 16. napja. 


